 Personal Data Protection and Processing Policy 
Gama SACS Tourism Investments

By this document, we inform you about the processing of your personal data by Inversiones Turísticas Gama SACS (the “ Company ” or, interchangeably, “ Uncharted ”). Travel Peru ”) and the rights that correspond to you, according to the applicable personal data protection legislation.
This personal data protection policy protects and processes the personal data of customers, passengers, suppliers, tour operators, travel agencies, and collaborators from the moment they are collected.
Our website uses cookies to distinguish you from other users. This helps us provide a good browsing experience and, at the same time, allows us to improve it. Cookies are small information files that are stored on your computer or mobile device. This is common practice on all websites. Cookies are not used for personal identification.
By using our website you agree to the use of cookies.
You can also disable cookies stored on your computer by changing your browser settings. However, this may affect the proper functioning of our website.
1. Who is the owner of the personal data bank and who is the Personal Data Officer?
The owner of the personal data bank is Inversiones Turísticas Gama SACS, identified with RUC No. 20614004704 and registered in item No. 15878821 of the Registry of Legal Entities of Lima, with address at Av. José Pardo No. 935, Miraflores, Lima.
The Company's Personal Data Officer is Juan Miguel Galup Quintanilla. You can contact him at contactus@unchartedtravelperu.com . 
The Company, in accordance with Law No. 29733 – Personal Data Protection Law, and its Regulations, undertakes to guarantee and adopt measures for information security through best practices, with due regard for the confidentiality, integrity, and availability of the personal data provided.
2. What personal data do we process?
Uncharted Travel Perú processes personal data that has been voluntarily provided, with express consent, for the processing of your personal data for the purposes detailed in this document.
It also processes personal data when its processing is necessary for the execution of a contract for the provision of services or products.
In this context, this policy addresses the personal data of customers, passengers, suppliers, tour operators, travel agencies, and collaborators, which they provide voluntarily and knowingly.
The information collected and stored includes basic data entered through registration, contact, or other similar forms. Data such as name, ID, passport, gender, age, telephone number, email address, country of residence, and other data necessary for the Company to provide tourism services.
The person providing personal data will be solely responsible for the truthfulness and accuracy of the data provided.
3. On what legal basis do we process your data?
We process your personal data in accordance with Law No. 29733 – Personal Data Protection Law, and its Regulations approved by Supreme Decree No. 016-2024-JUS (“Personal Data Protection Regulations”).
4. Purposes and scope of the treatment
The Company will use the personal data provided for the following purposes:
· Passengers
· To fulfill the objective of providing the contracted tourist services and products.
· Contact during the provision of services.
· Facilitate coordination with suppliers, travel agencies, and hotels.
· Send the client information regarding the contracted services, including those provisions that are mandatory during the service.
· Respond to questions, queries, and requests.
· Analyze and identify travel agencies' expectations and preferences for purchasing tickets and services.
· Send digital advertising for promotions or tourist package deals.
· Submit tax settlements to tax authorities.

· Workers
· The Company will request personal information from its employees to comply with current labor regulations, such as payroll registration, staff attendance, personnel selection, commission payments, among others.
· Comply with the policy and procedures of the Anti-Money Laundering and Terrorism Financing Prevention Policy

· Suppliers :
· To coordinate and supervise the proper provision of services.
· To be able to manage payment for the requested services and products.
· Contact regarding the provision of contracted services and products.

5. What are your rights?
In principle, you have the following rights:
· Access : Pursuant to Article 61 of the Personal Data Protection Act, you have the right to request and be informed clearly, expressly, and incontrovertibly in plain language of the following:
· Your personal data being processed
· The way your data was collected
· The reasons that motivated the collection of personal data
· An indication of at whose request the collection was made; and,
· Transfers made or planned to be made with personal data.
· Rectification : In accordance with Article 65 of the Personal Data Protection Act, you have the right to have data that is inaccurate, erroneous, or false modified.
· Objection: Pursuant to Article 71 of the Personal Data Protection Act, you have the right to object at any time to the processing of your personal data not being carried out or to its cessation, if you have not given your consent for its collection because it was taken from a publicly accessible source, or if you have well-founded and legitimate reasons that justify the exercise of this right.
· Deletion or Cancellation: Pursuant to Article 67 of the Personal Data Protection Act, you may request the deletion or cancellation of your personal data when it is no longer necessary or relevant for the purpose for which it was collected, when the established processing period has expired, when you have revoked your consent for processing, and in other justifiable cases.
· Portability : Under the Personal Data Protection Act, you may request that the personal data you have provided to us be transferred to another controller or personal data bank owner.
6. Storage and disposal period
We delete your personal data as soon as it is no longer necessary for the purposes mentioned above or the legal retention periods have expired, in accordance with Peruvian law. We also determine our deletion periods based on the following considerations:
· The scope and nature of personal data.
· The risk of harm due to unauthorized use or disclosure of data.
· Purposes for which we process your personal data and the period during which we need the respective data to achieve these purposes.
· Period during which data is expected to remain accurate and up-to-date.
· Period during which the data may be necessary for future legal claims.
· Retention periods in accordance with applicable legal, accounting or regulatory standards.
7. Security Measures
The Company takes all reasonable precautions and technical, administrative, and organizational measures to ensure the security of its data subjects' personal data.
The application of security measures is intended to ensure the preservation, confidentiality, integrity and availability of data.
8. Transfer of data to third parties at the national level
Personal data relevant to a particular case is transferred to recipients outside the company in compliance with legal or contractual obligations as an employer, as applicable, to the following bodies:
· Insurance companies (e.g., Essalud or social security institutions)
· Authorities
· Learning centers, schools, and education and training institutions.
· Doctors
· Customers and customer stakeholders
· Legal representatives and courts
· Banks involved in processing payments on behalf of the employee or to third parties (with the employee's consent).
· Co-insured persons
· Pension funds or provisional normalization office.
· Third-party service providers used to fulfill our contractual and legal obligations.
9. Cross-border data transfer
Your data is stored using the Google Drive service, which includes the highest data security measures, complying with international data security standards.
Google has its headquarters at 1600 Amphitheatre Parkway, Mountain View, California, United States of America.
If you believe that the processing of your data violates data protection laws or that your data protection rights have been violated in any other way, you may contact our Personal Data Officer (contatctus@unchartedtravelperu.com) or the Peruvian National Data Protection Authority.
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